Les Difficultés in Conducting FCPA Third Party Due Diligence in France

Companies that operate both in the United States and in European Union Member States, such as France, often must grapple with tensions between FCPA compliance and enforcement of European Union and local country data privacy protections. Because of the particularly stringent data privacy laws in France and the active enforcement of these laws, this article focuses on the challenges faced by companies that operate in both the United States and France in conducting FCPA due diligence on business partners in France. As compliance officers are probably well aware, conducting adequate background diligence on potential third parties in France while respecting France’s strict data privacy laws can be a difficult path to navigate.

In recent years, the Department of Justice ("DOJ") and Securities and Exchange Commission ("SEC") increasingly have enforced the FCPA’s prohibition on corrupt third party payments.1 Assistant Attorney General Lanny A. Breuer has made clear that “[t]he use of intermediaries to pay bribes will not escape prosecution under the FCPA.”2

To mitigate FCPA liability for corrupt payments by third parties, companies are expected to conduct due diligence prior to entering into relationships with business partners. As discussed below, adequate third party due diligence necessarily involves collecting and documenting personal information concerning potential third parties.

At the same time, in recent years the French data protection authority, la Commission nationale de l’informatique et des libertés ("CNIL"), has increased its oversight and enforcement of French laws that protect individuals’ right to data privacy. In 2010, the last year for which data is available, the CNIL conducted 308 inspections of companies to ensure compliance with data privacy laws, a 14% increase over the previous year.3 The CNIL planned to conduct 400 inspections in 2011, with particular emphasis on ensuring
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that French and U.S. companies that engage in international data transfers respect the privacy rights of French citizens.\(^4\)

Companies that operate in the United States and France, therefore, are faced with two seemingly incompatible requirements: third party FCPA due diligence, on the one hand, and protecting a third party’s right to data privacy, on the other hand. In addressing these issues, this article will (1) provide an overview of the FCPA and French anti-bribery legislation concerning third party payments; (2) review relevant European Union and French data privacy laws; and (3) outline factors that companies may wish to consider in implementing programs to address both third party due diligence and data privacy requirements.

FCPA Third Party Due Diligence Requirements

The FCPA prohibits companies and individuals subject to the FCPA from making payments to third parties while “knowing” that all or a portion of such payments will be passed on to foreign officials in order to obtain or retain business, or secure an improper advantage.\(^5\) The DOJ and SEC have taken the position that the term “knowing” includes conscious disregard or willful blindness of “red flags” that would alert a reasonable person to the risk that a third party may make corrupt payments to foreign officials.\(^6\) The FCPA itself contains an express definition of “knowing” that reflects a congressional determination that willful blindness or conscious avoidance constitutes knowledge.\(^7\)

The DOJ and SEC have made clear that, either as part of an issuer’s obligations under the 1934 Securities Exchange Act’s mandate to implement internal controls reasonably designed to prevent FCPA anti-bribery violations, or simply as a matter of good compliance (a key factor in how the government evaluates any violations that may arise), companies subject to the FCPA are expected to conduct third party due diligence prior to entering into business relationships in order to reduce the risk of corrupt payments by third parties.\(^8\) The DOJ suggests that such due diligence includes, among other things, verifying whether a potential third party is qualified for the relevant position, determining whether the third party has personal or professional ties to foreign governments or
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8. See, e.g., Lay Person’s FCPA Guide, note 6, supra.

9. Id. Not that, although outside the specific scope of this article, acquiring companies are expected to evaluate a target company’s practices with respect to third party due diligence in order to enhance the target’s FCPA due diligence program, as necessary, and to mitigate the risk of corrupt third party payments for which the acquiring company may be held liable. Similar issues arise in connection with the formation of joint ventures.
government officials, and assessing the third party’s reputation with the U.S. Embassy or Consulate and with business associates.9

The DOJ also recommends that companies be aware of “red flags” raised during the due diligence process or while negotiating business relationships with third parties.10 Such “red flags” may include the history and risk of corruption in the relevant foreign country, unusual payment patterns or financial arrangements, unusually high commissions, and a lack of transparency in expenses and accounting records.11 Best practice suggests that companies follow up on any “red flags” with further investigation and proceed with the business relationship only if red flags can be resolved to an appropriate level of comfort.

Best practice further suggests that companies document and retain the results of any third party due diligence for a sufficient period to enable companies to respond to DOJ and SEC inquiries and to defend themselves as needed. Given the statute of limitations for FCPA violations, many companies utilize a retention period of between five and ten years.12 The DOJ has further indicated that it would view favorably a U.S. company’s retaining due diligence documentation in the United States.13

In practice, implementing FCPA due diligence standards often requires that companies obtain, document, and retain information that may be considered “personal data” under European Union and French data privacy law.14 Concerning potential third parties who are natural persons; the directors, principals and other employees of a third party that is a legal entity; and foreign officials who are closely related to these natural persons. Best practice suggests that this personal information include any government or political party affiliations, prior criminal conduct, and financial information. Companies often employ a number of investigative tools to obtain this information, including detailed FCPA due diligence questionnaires to be completed by potential third parties and private investigation firms to conduct additional on-the-ground due diligence.

French Anti-Bribery Legislation

In addition to the FCPA, companies that operate both in the United States and France are subject to French anti-bribery legislation. Similar to the FCPA, French anti-bribery legislation prohibits corrupt payments to public officials, directly or indirectly through third parties, as well as the solicitation and acceptance of corrupt payments by public officials, directly or indirectly through third parties.15
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In enacting this anti-bribery legislation, France incorporated the terms of several international anti-bribery initiatives, including the Organization for Economic Cooperation and Development’s Convention on Combating Bribery of Foreign Public Officials in International Business Transactions ("OECD Anti-Bribery Convention"). Of particular significance to companies operating in France, the OECD recommends that, in complying with its Anti-Bribery Convention (which was incorporated into French law), companies should implement ethics and compliance programs that would be applicable to third parties and that would include conducting "properly documented risk-based due diligence" with respect to the hiring and regular oversight of third parties.

European Union and French Data Privacy Protections

Despite the similarities between U.S. and French anti-bribery legislation’s prohibition of corrupt third party payments, as well as the OECD’s recommendations concerning third party due diligence, companies that operate both in the United States and France are faced with tensions between the expectations regarding FCPA third party due diligence and legislation enacted and enforced in the European Union and France to protect a natural person’s right to privacy in his or her personal data.

A. European Union Data Privacy Protections

An individual’s right to protection of personal data is considered to be a fundamental right in the European Union. The centerpiece of European Union legislation on personal data protection is Directive 95/46/EC of the European Parliament and Council ("E.U. Data Privacy Directive” or the “Directive”). The Directive was enacted to protect individuals’ fundamental right to privacy with respect to the processing of personal data, and to guarantee the free flow of personal data among E.U. Member States. The “processing” of “personal data” includes the collection, recording, organization, storage, use, disclosure by transmission, or dissemination of any information that could be used to directly or indirectly identify an individual or the individual’s habits or tastes.

The Directive applies to the processing of personal data by any person whose activities are governed by European Community law, including situations in which a person in a third country uses processing means located in the European Union.

As such, the Directive sets forth principles and standards that Member States must implement in regulating the processing of personal data within their jurisdiction. These principles include fairness, proportionality, consent, and transparency. The Directive also establishes "special categories” of particularly sensitive data, which must not be processed except under specified circumstances.
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B. French Data Privacy Protections

1. The French Data Protection Act

French Law No. 78-17 on Information Technology, Data Files and Civil Liberties (the “French Data Protection Act”) incorporates, and enhances, many of the E.U. Data Privacy Directive’s protective principles. The French Data Protection Act applies to the processing of personal data if the data controller carries out its activity on French territory; or if the data controller, although not established on French territory or in another E.U. Member State, uses processing means located in French territory.28

The French Data Protection Act sets forth the conditions under which personal data must be processed in France. In particular, processing may be performed only if the personal data, among other factors, is: (1) “obtained and processed fairly and lawfully;” (2) obtained for “specified, explicit and legitimate purposes;” (3) limited in scope to personal data that is “adequate, relevant and not excessive” in relation to the purposes for which the data is obtained; and (4) “stored in a form that allows the identification of the data subjects for a period no longer than is necessary for the purposes for which [the data] are obtained and processed.”27

The French Data Protection Act also specifies that the processing of “special categories” of personal data, including data revealing racial or ethnic origin and political opinions, is prohibited except under specified circumstances.28 In addition, the processing of personal data relating to offenses and convictions may be conducted only by certain entities, including courts, public authorities and legal entities that manage public services.29

The French Data Protection Act further specifies that data subjects must be informed of certain details concerning the personal data to be processed and generally must “consent” to the processing of personal data.30 The term “consent” is not defined in the French Data Protection Act; however, the E.U. Data Privacy Directive specifies that “the data subject’s consent” means “any freely given specific and informed indication of his wishes by which the data subject signifies his agreement” to the processing of personal data.31 Building upon the Directive’s definition, E.U. Member States and advisory bodies have promulgated additional requirements and guidance concerning the elements of valid consent.32

Given the complexity of this framework, counsel knowledgeable in European Union and French data privacy laws should be consulted prior to obtaining consent with respect to data processing.

2. The CNIL

The French Data Protection Act created a French data protection authority, the CNIL, to inform data subjects and controllers of their rights and duties, and to enforce French data privacy laws.33 The CNIL, therefore, must be notified

25. See generally French Data Protection Act, note 13, supra.
26. Id, art. 5.
27. Id, art. 6.
28. Id, art. 8.
29. Id, art. 9.
30. Id, arts. 7, 32. For example, in March 2011, the CNIL imposed a fine of €100,000 on Google Inc. for having engaged in the “unfair collection” of personal data. The CNIL concluded that, in connection with Google’s Street View program in France, Google had collected data transmitted by individuals’ Wi-Fi networks without their knowledge and had recorded personal data, including passwords, login details, and email exchanges that revealed sensitive information. See Commission nationale de l’informatique et des libertés, “Google Street View: CNIL pronounces a fine of 100,000 Euros” (Mar. 21, 2011), http://www.cnil.fr/english/news-and-events/news/article/google-street-view-cnil-pronounces-a-fine-of-100000-euros/.
31. See E.U. Data Privacy Directive, note 19, supra, art. 2(h).
33. French Data Protection Act, note 13, supra, art. 11.
of any automatic processing of personal data. The CNIL also must authorize any processing, whether automatic or not, of “special categories” of personal data, as well as data relating to offenses or convictions.  

3. Sanctions for Data Privacy Violations

The French Data Protection Act empowers the CNIL to impose fines in cases of non-compliance with French data privacy laws and provides for criminal penalties as set forth in the French Penal Code. In such cases, the CNIL may impose a fine of up to €150,000 for a first violation. For a second violation within five years from the date of the first penalty, the CNIL may impose a fine of up to €300,000 on natural persons, or a fine of 5% of gross revenue for the latest financial year, up to €300,000, on legal persons.

The French Data Protection Act further provides for criminal penalties, as set forth in France’s Penal Code. In particular, France’s Penal Code prohibits the following acts: (1) processing of personal data, including through negligence, without respecting the formalities required by statute; (2) collecting personal data by fraudulent, unfair or unlawful means; (3) recording or preserving in a “computerized memory” “special categories” of personal data or name-bearing information relating to offenses and convictions without the express agreement of the persons concerned; and (4) retaining personal data beyond the length of time specified by statute, in the request for authorization or notice sent to the CNIL, or in the preliminary declaration sent to the CNIL.

Each of the above violations by natural persons is punishable by five years’ imprisonment and a fine of €300,000. Violations committed by legal persons are punishable by a fine of five times the applicable fine for natural persons, or €1,500,000.

Reconciling the Tension between Third Party Due Diligence and Data Privacy

Companies that must comply with the FCPA and other international anti-bribery legislation by conducting due diligence on third parties in France are therefore faced with competing obligations under European Union and French data privacy laws intended to protect the data privacy rights of individuals associated with these third parties.

Common FCPA due diligence practices, such as employing private investigation firms to conduct discrete due diligence on individuals, often without their knowledge or consent, may violate data privacy laws. In addition, information essential to FCPA due diligence, such as political affiliations and criminal convictions, may qualify as “special categories” of personal data that may not be collected by private companies operating in France under most circumstances. Furthermore, the scope of information gathered, and
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the documentation and storage of such information by companies for up to 10 years, may be deemed excessive under data privacy laws.50

As in-house counsel and compliance officers at many multinational firms know, these tensions are not easily resolved. Striking the right balance between FCPA compliance obligations and French legal requirements must be achieved on a company-by-company basis, ideally with the assistance of counsel knowledgeable about both the FCPA and French and European Union data protection regimes. Considerations that should be taken into account include notice provided to third parties, the types of sources used in performing third party diligence, how questions are crafted in questionnaires completed by third parties, how information is recorded in diligence documentation, how information is transferred outside of France, and the length and method of storage of due diligence documentation. Some companies may decide to seek authorization from the CNIL for their specific third party compliance practices.

Companies may find that implementing FCPA third party due diligence programs that comply in good faith with conflicting data privacy obligations necessitates compromise approaches that may prevent these programs from complying with best practice standards. Companies that have adopted such compromise approaches to diligence on legal entities using proprietary sources and private investigation firms; (3) carefully wording sensitive questions on FCPA due diligence questionnaires; and (4) limiting access to due diligence results to small, relevant groups. Although FCPA third party due diligence programs that incorporate data protection measures such as these generally would be viewed as appropriate, these “compromise” programs may not meet best practice standards with which leading firms aspire to comply in other parts of the world. Adding to the tension in this arena, it remains unclear whether the CNIL would authorize or at least refuse to prosecute the implementation of such “compromise” due diligence programs in France.

Given the challenges faced by multinational companies in complying with these competing obligations, it is clear that cross-border cooperation between U.S. and French authorities to resolve these tensions would be highly beneficial.51 Several international bodies, including the OECD and the European Commission, have recommended that Member countries develop effective international mechanisms to facilitate cooperation with foreign authorities in the enforcement of data privacy laws.52 Thus far, these recommendations have focused on ensuring cross-border enforcement of such laws.

However, effective cross-border enforcement necessarily involves cooperating with foreign authorities to resolve conflicts with foreign laws and policies that would hinder the enforcement of data privacy laws. Cooperation between, and guidance from, U.S. and French authorities, therefore, would enable companies to better comply with both

---

50. See id. art. 6.

51. Cooperation between U.S. and foreign authorities in light of such tensions is not unheard of. In 2006, U.S. and E.U. authorities engaged in discussions concerning tensions between the whistleblower provisions of the Sarbanes-Oxley Act of 2002 and the E.U. Data Privacy Directive. Companies subject to both requirements, therefore, may turn to these discussions for guidance in resolving these tensions. See Letter from Peter Schaar, Chairman, Article 29 Data Protection Working Party, to Christopher Cox, Chairman, SEC (Feb. 16, 2006); Letter from Ethiopis Tafara, Director, Office of Int’l Affairs, SEC, to Peter Schaar, Chairman, Article 29 Data Protection Working Party (June 8, 2006); Letter from Peter Schaar, Chairman, Article 29 Data Protection Working Party, to Ethiopis Tafara, Director, Office of Int’l Affairs, SEC (July 3, 2006); Letter from Ethiopis Tafara, Director, Office of Int’l Affairs, SEC, to Peter Schaar, Chairman, Article 29 Data Protection Working Party (Sept. 29, 2006) (letters on file with authors).

The Tax Man Cometh: Recurring FCPA-Related Issues Under the U.S. Internal Revenue Code

The fact that FCPA violations carry the risk of significant U.S. tax law consequences is important throughout the year. Indeed, the tax consequence of FCPA violations is an issue U.S. law enforcement personnel are highlighting, as indicated by case filings and appearances by representatives of the Internal Revenue Service (“IRS”) at FCPA conferences.  

Prosecution of tax violations connected to FCPA issues is nothing new, with the list of corporate and individual matters including United States v. Titan Corp., United States v. Liebo, and United States v. Green, among others. Potential tax liabilities can increase the costs of non-compliance with the FCPA’s substantive standards and accounting provisions, and complicate corporate and individual FCPA settlement discussions. It has long been the case that non-prosecution agreements and deferred prosecution agreements entered into by the U.S. Department of Justice (“DOJ”) of FCPA matters leave open the possibility of further criminal or civil tax prosecutions.  

In the following sections, we address (1) issues arising under section 162 of the Internal Revenue Code of 1986, as amended (“Code”), which bars the deduction of payments that violate the anti-bribery provisions of the FCPA, and (2) the tax treatment of payments to the U.S. government and others in connection with resolution of allegations of FCPA violations.

Non-Deductibility of Illegal Payments and the FCPA

Since the Tax Equity and Fiscal Responsibility Act of 1982 (“TEFRA”), U.S. tax law has specifically barred...
 dedction of bribe payments made illegal under the FCPA.5

No deduction shall be allowed under subsection [162](a) for any payment made, directly or indirectly, to an official or employee of any government, or of any agency or instrumentality of any government, if the payment constitutes an illegal bribe or kickback or, if the payment is to an official or employee of a foreign government, the payment is unlawful under the Foreign Corrupt Practices Act of 1977. The burden of proof in respect of the issue, for the purposes of this paragraph, as to whether a payment constitutes an illegal bribe or kickback (or is unlawful under the Foreign Corrupt Practices Act of 1977) shall be upon the Secretary to the same extent as he bears the burden of proof under section 7454 (concerning the burden of proof when the issue relates to fraud).

If a taxpayer has admitted making payments that violate the anti-bribery provisions of the FCPA, amendments to earlier-filed returns may need to be filed,7 raising issues of potential civil penalties and interest.8 Depending on the circumstances, a corporation or corporate employee who helped prepare the flawed tax returns while aware of the underlying corrupt payments involved could also face criminal liability. At a minimum, in-house tax, finance, accounting, and legal and compliance personnel face the task of weighing the relevant evidence in the face of uncertainty before making determinations of deductibility, and, at a broader level, of instituting internal controls to assure compliance with FCPA-related tax regulations.

These tax issues can affect a broad range of U.S. taxpayers, including U.S. corporations,9 U.S. shareholders of controlled foreign corporations, partnerships and individuals.

A. Civil Penalties

Civil penalties for improper deductions of payments that violate the FCPA’s anti-bribery provisions can range from accuracy-related penalties to fraudulent filing penalties. Section 6662 of the Code establishes an accuracy-related penalty of twenty percent of an underpayment of tax that is attributable to various errors and omissions,10 including negligence, disregard of IRS rules or regulations, or substantial understatement of income tax.11
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5. Pub. L. No. 97-248, § 288, 96 Stat. 324 at 571 (1982). Congress’s efforts to deal with the tax implications of foreign bribery date at least as far back as the Technical Amendments Act of 1958, Pub. L. No. 85-866, 72 Stat. 1608 at 1608 (1958), which amended section 162(c) of the Internal Revenue Code of 1954 to prohibit the deduction of any expenses “made, directly or indirectly, to an official or employee of a foreign country, and if the making of the payment would be unlawful under the laws of the United States if such laws were applicable to such payment and to such official or employee.” Id. Even as of 1958, the IRS had long taken the view that “when bribes or improper payments are made to officials of foreign countries, such expenditures usually are not considered to be ‘ordinary and necessary’ business expenses,” except in cases in which “the foreign government itself demand[ed] or acquiesce[d] in the payment,” as “legal recourse [was] not available to the taxpayer in the operation of his business.” S. Rep. No. 85-1983, at 16 (1958). In 1982 – after the FCPA had been on the books for nearly a decade – TEFAA eliminated the hypothetical test for deductibility of bribes of foreign officials, generating “a single standard of legality for payments to foreign government personnel . . . for both the Foreign Corrupt Practices Act and the Internal Revenue Code.” S. Rep. No. 97-494, at 164.


7. Generally a business may deduct any expenses that are “ordinary and necessary,” id. § 162(a), but if a payment was once characterized as an “ordinary and necessary” expense, but later revealed as an illegal bribe, a company may need to amend its previous years returns to forego the deduction to the extent of the value of the bribe.

8. Id. § 6601(a) (“If any amount of tax imposed by this title . . . is not paid on or before the last date prescribed for payment, interest on such amount at the underpayment rate . . . shall be paid for the period from such last date to the date paid.”).

9. The controlled foreign corporation (“CFC”) rules are an anti-deferral regime that, among other things, subject certain direct and indirect U.S shareholders of a CFC to U.S. federal income tax on their proportionate share of the so-called “subpart F income” of the CFC, even if the CFC does not make distributions to its shareholders. Id. § 951(a). Subpart F income includes “the sum of the amounts of any illegal bribes, kickbacks, or other payments (within the meaning of section 162(c)) paid by or on behalf of the corporation during the taxable year” which would be unlawful under the FCPA. Id. § 952(a). As a result, a U.S. shareholder in a CFC may be subject to current U.S. tax on the amount of any illegal FCPA payment made by the CFC even if the CFC has not made any distributions to its shareholders.

10. Id. § 6662(a).

11. Id. § 6662(b)(1).
Section 6663(a) imposes penalties on fraudulent filings. It provides that “[i]f any part of any underpayment of tax required to be shown on a return is due to fraud, there shall be added to the tax an amount equal to 75 percent of the portion of the underpayment which is attributable to fraud.” For section 6663(a) to apply, the government must show by clear and convincing evidence that the underpayment of taxes was due to fraud. “The fraud determination turns on whether the taxpayer had an actual, specific intent to evade a tax owed.” A taxpayer’s fraudulent intent can be demonstrated indirectly via evidence of “badges of fraud,” which include: (1) understating income, (2) maintaining inadequate records, (3) implausible or inconsistent explanations of behavior, (4) concealment of income or assets, (5) failing to cooperate with tax authorities, (6) engaging in illegal activities, (7) intent to mislead which may be inferred from a pattern of conduct, (8) lack of credibility of taxpayer’s testimony, (9) filing false documents, (10) failing to file tax returns, and (11) dealing in cash.

The statute of limitations provides very little, if any, refuge in fraud penalty proceedings. Generally a tax must be assessed by the IRS “within 3 years after the return was filed.” Once assessed, the IRS has ten years to seek to collect the tax by administrative means or institute a suit for collection or judgment. Section 6501 of the Code, however, provides that “[i]n the case of a false or fraudulent return with the intent to evade tax, the tax may be assessed, or a proceeding in court for collection of such tax may be begun without assessment, at any time.” Indeed, in 1995 the Tax Court held that the IRS properly assessed tax, penalty, and interest for fraudulent filings. It provides that
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Of particular import for corporate officers, “[a]ny person” is not limited to a taxpayer, but includes “an officer or employee of a corporation, or a member or employee of a partnership.”

Criminal tax violations, of course, are subject to the requirement that the government prove the elements of the offense beyond a reasonable doubt. Moreover, a successful prosecution requires proof of “willful” misconduct by the defendant. The U.S. Supreme Court has held that, by including this term, Congress departed from “[t]he general rule that ignorance of the law or mistake of law is no defense to criminal prosecution . . . .” The government must prove “that the law imposed a duty on the defendant, that the defendant knew of this duty, and that he voluntarily and intentionally violated that duty.” To prove the second element, the government must “negat[e] a defendant’s claim of ignorance of the law or a claim that because of a misunderstanding of the law, he had a good faith belief that he was not violating any of the provisions of the tax laws.” It is not sufficient on this front that the defendant’s belief is unreasonable.

Section 6531 governs the statute of limitations with respect to criminal tax violations, generally establishing that “[n]o person shall be prosecuted, tried, or punished for any of the various offenses arising under the internal revenue laws unless the indictment is found or the information instituted within 3 years next after the commission of the offense.” This section, however, also includes exceptions for which the applicable statute of limitations can be six years.

Finally, criminal tax proceedings against a corporation for fraud or willful misconduct, like prosecutions under the FCPA itself, raise potential questions relating to the “collective knowledge” doctrine, under which “[a] corporation is considered to have acquired the collective knowledge of its employees and is held responsible for their failure to act accordingly.” The doctrine remains controversial, and its application in the

CONTINUED ON PAGE 12

26. Id. § 7343.
29. Id. at 201; see also Bishop, 412 U.S. at 360.
31. Id.
33. Id. Section 6531 mandates a six year statute of limitations “for offenses described in sections 7206(1) and 7207 (relating to false statements and fraudulent documents)” as well as for the offenses “described in section 7212(a) (and) 7214(a).” Id. § 6531(5)–(7). Section 6531 also establishes a six year limitation period for offenses in other sections, but by describing the misconduct rather than by explicit reference to the section. For example, section 6531(2) establishes a six year statute of limitation for section 7201 by providing that “the period of limitation shall be 6 years . . . for the offense of willfully attempting in any manner to evade or defeat any tax or the payment thereof.” Id. § 6531(2); cf. id. § 7201 (criminalizing the willful attempt “to evade or defeat any tax imposed by this title or the payment thereof”). Other sections for which section 6531 establishes a six year statute by describing misconduct rather than by explicit reference include sections 7202 (willfully failing to pay any tax), 7203 (willful failure to file return), and 7206(2) (willfully aiding or assisting preparation false or fraudulent returns). See id. § 6531(2)–(4). Finally, a six year statute of limitations also applies to the prohibition on conspiracy to evade taxes, which is codified not in the Code but rather at 18 U.S.C. § 371. See id. § 6531(8).
34. In N.Y. Cent. R.R. & Hudson River R.R. Co. v. United States, the U.S. Supreme Court held that a corporation could be criminally prosecuted for the misconduct of its agents acting within their scope of employment. 212 U.S. 481 (1909). This remains the law. See United States v. Koppers Co., Inc., 652 F.2d 290, 298 (2d Cir. 1981); United States v. Halpin, 145 F.R.D. 447, 449 (N.D. Ohio 1992). The collective knowledge doctrine expands this rule by enabling a corporation to be held criminally liable even when no single employee engaged in covered misconduct with the required knowledge, or, depending on the court applying the doctrine, mens rea. United States v. Bank of New England, 821 F.2d 844, 856 (1st Cir. 1987).
35. Bank of New England, 821 F.2d at 856.
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criminal tax context is a largely untested question.  

“The steps related to tax compliance should be coordinated with the company’s response to information it has learned about any FCPA violation itself, including the decision whether to self-report through an amended tax filing or otherwise.”

C. Tax-Related Responses to Illegal Payments Under the FCPA

If a company determines that an underlying improper payment was made to a foreign official under the FCPA, it should not deduct the payment. If the payment already has been deducted, quickly learning who knew of the improper nature of the payment, and when, should guide in-house counsel in determining the extent to which the corporation could be liable. In-house counsel should consider the applicable statute of limitations, including whether potential conspiracy charges or other factors might toll or extend the limitations period or otherwise affect legal exposure, as well as mitigating and aggravating factors regarding the primary FCPA violation and tax issues.

The steps related to tax compliance should be coordinated with the company’s response to information it has learned about any FCPA violation itself, including the decision whether to self-report through an amended tax filing or otherwise. Every case will be different, however, and in house counsel and corporate compliance officers would do well to confer with both experienced tax counsel and experienced FCPA counsel to determine a corporation’s exposure and next steps.

Deductibility of Payments to the Government to Resolve FCPA Matters

Deductibility of payments to government entities to resolve FCPA allegations and investigations will generally turn on whether the payments are penal or compensatory in nature. Section 162(f) of the Code provides that “[n]o deduction shall be allowed . . . for any fine or similar penalty paid to a government for the violation of any law.” For purposes of this section, penalties include any amounts paid in settlement of actual or potential liability for a civil or criminal fine or penalty.

Payments to settle claims of restitution and disgorgement raise issues under these regulations. Because compensatory and remedial payments are deductible, the deductibility of restitution and disgorgement payments will therefore turn
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on whether they can be characterized as compensatory or remedial, rather than penal in nature.\footnote{Cavaretta v. Comm’r, No. 24823-07, 2010 WL 23331 at *4 (T.C. 2010).} If the penalty is “imposed for purposes of enforcing the law and as punishment for the violation thereof,”\footnote{Fresenius Med. Care Holdings, Inc. v. United States, No. 08 Civ. 12118, 2010 WL 2595541, at *4 (D. Mass. June 24, 2010).} the payment is not deductible. Remedial payments, in contrast, are “imposed to encourage prompt compliance with the law, or as a remedial measure to compensate another party for expense incurred as a result of the violation.”\footnote{See also Talley Indus. Inc. v. Comm’r, 116 F.3d 382, 385 (9th Cir. 1997) (quoting S. Pac. Transp. Co. v. Comm’r, 75 T.C. 497, 652–53 (T.C. 1980)); True v. United States, 894 F.2d 1197, 1204 (10th Cir. 1990).} The specific purpose of the payment is relevant,\footnote{Stephens v. Comm’r, 905 F.2d 667, 672–73 (2d Cir. 1990) (examining why a restitution payment was made to determine if it was punitive); see also R.W. Wood, “Tax Deductions for Damage Payments: What, Me Worry?” Tax Notes (Jan. 16, 2006).} and a court will also consider whether the payment was made to the government or a third party.\footnote{Bailey v. United States, No. 122-77, 1997 WL 759654, at *40 (Fed. Cl. Sept. 30, 1997).} Finally a court may consider “whether allowing the deductions severely frustrate[s] a sharply defined national policy or thwart[s] a State policy.”\footnote{Kraft v. United States, 991 F.2d 292, 298-99 (6th Cir. 1993) (restitution held to be nondeductible because it arose out of criminal proceedings).} These are fact-sensitive inquiries. If a specific payment is made in consideration of the government’s forbearance from seeking a potential criminal penalty, courts generally conclude that the payment was punitive,\footnote{See Allied Signal, Inc. v. Comm’r, T.C. Memo 1992-204, 1992 WL 67399 (T.C. 1992), aff’d 54 F.3d 767 (3d Cir. 1995). But see Spitz v. United States, 432 F. Supp. 148 (E.D. Wis. 1977) (allowing a deduction despite criminal sentence being conditioned on making restitution).} Indeed, FCPA settlements with the DOJ typically bar deduction of a payment made by the settling corporation.\footnote{See, e.g., In re Tenaris, Deferred Prosecution Agreement at 7 (May 17, 2011); SEC v. IBM Corp., No. 11-cv-0563, Consent of Defendant International Business Machine Corp. at 3 (D.D.C. Apr. 5, 2011). The tax court may split payments, determining that they are in part punitive and in part compensatory for federal tax purposes. Barnes v. Comm’r, T.C. Memo. 1997-25, 1997 WL 12138 at *5 (Jan. 15, 1997).} Recent U.S. Securities and Exchange Commission FCPA resolutions have contained similar language prohibiting settling companies from deducting the penalty components of the dispositions, leaving the tax status of the disgorgement component unaddressed.\footnote{See United States v. Smith & Nephew, Inc., No.12-CR-00030, Deferred Prosecution Agreement at 5 (D.D.C. Feb. 1, 2012); United States v. Tyson Foods, Inc., No. 11-CR-037, Deferred Prosecution Agreement at 5 (Feb. 4, 2011). But cf. Jenkins v. Comm’r, 72 T.C.M (CCH) 1470, at *4 (T.C. 1996) (“some payments, although labeled ‘penalties,’ remain deductible if imposed to encourage prompt compliance with a requirement of the law, or as a remedial measure to compensate another party.”).} Conclusion

In an era of economic challenges that have put a spotlight on tax compliance, in house counsel, financial and accounting departments, as well as corporate compliance personnel would do well to keep tax issues associated with FCPA compliance on the front burner. The importance of the issues warrants diligence in implementing compliance programs and swift, effective action when addressing specific evidence of misconduct.
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UK FSA’s Review of Anti-Bribery and Corruption Systems and Control at Investment Banks

The United Kingdom’s Financial Services Authority (“FSA”), which is responsible for regulating the financial services industry in the United Kingdom, last month issued a review addressing anti-bribery and corruption systems at investment banks (the “Review”). Although the Review, as described below, was critical of the investment banks’ systems in a number of respects, the FSA has provided valuable pointers for all financial firms—not just investment banks.

Publication of the Review follows a public notice by the FSA to all firms subject to its authority that they need to institute adequate internal controls reasonably designed to prevent bribery.

The Review followed a fact-finding mission in which the FSA visited 15 investment banks, including some of the world’s largest, to determine whether the investment banks were complying with existing anti-bribery and corruption (“ABC”) legislation and FSA rules and principles. Though only investment banks were visited, the FSA said that its findings and recommendations applied to financial firms in general.

Overall, the FSA was disappointed; it stated that investment banks had been “too slow and reactive in managing bribery and corruption risks,” and that a number of firms had “significant work to do to get an adequate ABC control framework in place.”

Many investment banks claimed to have “zero tolerance” bribery policies, but there was generally little substance behind such statements.

The Review highlighted some specific inadequacies, including the following:

- Senior management and directors were not being given enough ABC management information to take responsibility for the mitigation of bribery and corruption risk.
- Few firms had policies ensuring that gifts and entertainment expenses were reasonable.
- Firms were not carrying out proper bribery and corruption risk assessments and none of them had taken action in response to the FSA’s review of insurance brokers’ ABC controls and the fines levied on brokers Aon Limited and Willis Limited.
- Firms’ dealings with intermediaries were inadequate, particularly in the areas of due diligence and continued review.
- Nearly half the firms reviewed did not have adequate ABC risk assessment in place.
- The majority of firms had not considered how to monitor the effectiveness of their ABC controls.
- Firms’ understanding of bribery and corruption was often limited.

However, the Review also pointed out some examples of good practice which
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should assist all financial firms, especially when considered in tandem with the FSA publication “Financial Crime: A Guide for Firms,” which sets out the FSA’s expectations in some detail.14 Some key examples of good practice include:

- A gap analysis of existing ABC procedures against applicable legislation, regulations and guidance, and the implementation of enhancements as necessary to close any significant gaps that were identified.15
- Inclusion of ABC-specific clauses and appropriate protections in contracts with third parties.16
- Processes for filtering and analyzing the provision and receipt of gifts and hospitality by employee, client and type of hospitality.17
- Processes to identify unusual or unauthorized gift and hospitality and deviations from approval limits.18
- Enhanced vetting for staff in roles with higher bribery and corruption risk (including checks of credit records, criminal records, financial sanctions lists and commercially available intelligence databases).19
- Measures to allow staff to raise concerns anonymously, with adequate levels of protection, and clear communication of these measures to staff.20

Following these good practices would help firms comply with the FSA’s principles and system and control rules. In addition, following such practices should also help firms comply with the U.K. Bribery Act. Under Section 7(2) of the Bribery Act, it is a defense against a charge of the corporate offense of failing to prevent bribery that a firm has “adequate procedures” in place to prevent bribery. Though the FSA does not prosecute violations of the Act, it is most unlikely that a financial firm following the FSA’s own precepts would not be found to have adequate procedures.

But those firms that fall short are well-advised to act swiftly to improve their systems: The FSA stated that a number of the firms sampled might face regulatory action in relation to their compliance with the FSA’s systems and controls rules.21 Those firms that fall short are well-advised to act swiftly to improve their systems: The FSA stated that a number of the firms sampled might face regulatory action in relation to their compliance with the FSA’s systems and controls rules.21 The FSA has the power to levy fines, publicly censure firms and obtain injunctions against firms, and has not been shy to use its power.22
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